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Abstract: This contribution proposes to update Sol #48, which has been merged with Sol#49 and Sol#50.
1. Discussion
Solution 48 has been merged with solution 49 and 50. But there are still some minor mistakes and editorial errors should be changed. This paper is to change these minor mistakes and editorial errors.
2. Text Proposal

It is proposed the following changes to TR 23.700-91.
* * * * First change * * * *

6.48
Solution #48(merging Sol# 49(alternative 1), 50): NWDAF assisted UP optimization for EC by defining a new DN performance analytics 
6.48.1
Description

The solution addresses Key Issue #16: UP optimization for edge computing.

In order to promise user experience, when a UE is visiting EC server, the 5GS needs to select an appropriate anchor UPF to serve the UE. The appropriate anchor UPF here means that, the UP path via this anchor UPF can satisfy the QoS requirement well, and the number of anchor UPF relocation can be minimized.

In this solution, it is proposed to rely on NWDAF analytics to select anchor UPF and DNAI to promise user experience. Besides UE mobility analytics defined in Rel-16, a new analytics named "DN performance analytics" is introduced, which contains the performance information for an EC application per specific area per time period.

The UE mobility analytics and "DN performance analytics" will be notified to the SMF and EC server. Based on such NWDAF analytics, the SMF can select the anchor UPF, which can provide best user experience to the UE along the UE moving trajectory and determine the most appropriate target DNAI; the EC server can determine the target DNAI and/or target EC server if EC server relocation is required.
6.48.2
Input

The input data for generating the "DN performance analytics" could be collected from 5GC and EC server. The input data collected from 5GC is defined in the Table 6.4.2-2 in TS 23.288 [5] with some additions, which are shown in the table 6.48.2-1; The input data collected from EC server is defined in the Table 6.4.2-1 in TS 23.288 [5] with some additions, which are shown in the table 6.48.2-2.
Table 6.48.2-1 Additions to the Table 6.4.2-2 in TS 23.288 [5]

	Information
	Source
	Description

	Content defined in the Table 6.4.2-2 in TS 23.288 [5]
	Content defined in the Table 6.4.2-2 in TS 23.288 [5]
	Content defined in the Table 6.4.2-2 in TS 23.288 [5]

	DNAI
	SMF
	Identifies the access to DN to which the PDN session connects

	Anchor UPF ID
	SMF
	The anchor UPF of the PDU session containing the QoS flow


Table 6.48.2-2: Additions to the Table 6.4.2-1 in TS 23.288 [5] 

	Information
	Source
	Description

	
	
	

	UE identifier
	AF
	IP address of the UE at the time the measurements was made

	UE location
	AF
	The location of the UE when the performance measurement was made

	Application Server Instance
	AF
	The IP address/FQDN of the Application Server that the UE had a communication session when the measurement was made



	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput.



	
	
	


6.48.3
Output Analytics
The DN service performance analytics is shown in the Table 6.48.3-1 and the Table 6.48.3-2.

Table 6.48.3-1 DN service performance statistic

	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See NOTE1.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided. See NOTE1.

	DN performance (0-x)
	List of DN performance for the EC application

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	>APP location
	Application location, could be identified by DNAI

	>Serving anchor UPF
	The involved anchor UPF. See NOTE2.

	>Performance
	Performance indicators

	>> Average Traffic rate
	Average traffic rate observed for UEs communicating with the EC application 

	>> Maximum Traffic rate
	Maximum traffic rate observed for UEs communicating with the EC application

	>>Average Packet Delay
	Average packet delay observed for UEs communicating with the EC application

	>>Maximum Packet Delay
	Maximum packet delay for observed for UEs communicating with the EC application

	>> Average Packet Loss Rate
	Average packet loss observed for UEs communicating with the EC application

	>Spatial Validity Condition
	Indicates the specific area where the service experience could be promised

	>Temporal Validity Condition
	Indicates the specific time period in which the service experience can be promised

	NOTE 1: The item "DNN" and “S-NSSAI” shall not be included if the consumer NF is an untrusted AF.
NOTE 2: The item "Serving anchor UPF" shall not be included if the consumer NF is an AF.


Table 6.48.3-2 DN service performance prediction
	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See NOTE1.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided. See NOTE1.

	DN performance (0-x)
	List of DN performance for the EC application

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	>APP location
	Application location, could be identified by DNAI

	>Serving anchor UPF
	The involved anchor UPF. See NOTE2.

	>Performance
	Performance indicators

	>> Average Traffic rate
	Average traffic rate predicted for UEs communicating with the EC application 

	>> Maximum Traffic rate
	Maximum traffic rate predicted for UEs communicating with the EC application

	>>Average Packet Delay
	Average packet delay predicted for UEs communicating with the EC application

	>>Maximum Packet Delay
	Maximum packet delay for predicted for UEs communicating with the EC application

	>> Average Packet Loss Rate
	Average packet loss predicted for UEs communicating with the EC application

	>Spatial Validity Condition
	Indicates the specific area where the service experience could be promised

	>Temporal Validity Condition
	Indicates the specific time period in which the service experience can be promised

	>Confidence
	Confidence of this prediction

	NOTE1: The item "DNN" and “S-NSSAI” shall not be included if the consumer NF is an untrusted AF.
NOTE2: The item "Serving anchor UPF" shall not be included if the consumer NF is an AF.


6.48.4
Procedures
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Figure 6.48.2-1: Procedure for NWDAF providing data analytics for an EC Application
1.
Consumer NF (e.g. SMF, AF) sends an Analytics request/subscribe (Analytics ID = UE mobility, DN performance) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe.
2-4.The NWDAF performs data collection if it hasn't subscribed the input data for the requested analytics. The NWDAF has to collect data from AMF, SMF and AF.

5.
The NWDAF derives the requested analytics.

6.
The NWDAF provides the analytics result to the consumer NF, including UE mobility analytics and DN performance analytics. 
7.
During the PDU session establishment or anchor UPF change (as specified in clause 4.3.5 of TS 23.502 [3]) procedure, if the consumer NF is the SMF, as an analytics consumer, can use UE mobility analytics to predict UE location, and then check DN performance analytics, by taking UE location into account, to find which UPF and DNAI for an application can serve the UE with the best user experience or service performance. 


If the consumer NF is the AF, the analytics consumer can also use UE mobility analytics and DN performance analytics to determine which DNAI is more suitable if EC server relocation is required.


If the consumer NF is the LDNSR as described in 3GPP TR 23.748, the DN performance analytics are used to determine which Application Server Instance provides the best performance based on the current UE location or based on UE mobility analytics. An example on how LDNSR can leverage performance analytics is described in Solution 49 section 6.49.2.4.2.

Editor’s Note: Whether LDNSR is a consumer depends on the solution alternatives selected in the EC Study
6.48.5
Impacts on services, entities and interfaces

NWDAF:

-
Need to provide a new analytics for DN performance for a specific application.


-
Need to collect data from multiple UPFs (DNAIs).

-
Collecting performance data of Application Server Instances from each EDN.

NEF:

-
Need to expose DN performance analytics to AF.

* * * * End of changes * * * *
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